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Best Practices: Protecting Non-public Information

Adopt and maintain a written privacy and information security program to protect Non-public Personal Information as required by local, state and federal law

- **Purpose**: Federal and state laws (including the Gramm-Leach-Bliley Act) require title companies to develop a written information security program that describes their procedures to protect non-public customer information. The program must be appropriate to the company’s size and complexity, the nature and scope of the company’s activities, and the sensitivity of the customer information the company handles. A company evaluates and adjusts its program in light of relevant circumstances, including changes in the firm’s business or operations, or the results of security testing and monitoring.
Why This Is Important

- Reduction in, or elimination of, the trust of clients/customers
- Decreased return rate of clients/customers
- Lost opportunities with new prospects
- Potential lawsuits which may include fees, penalties, and/or other kinds of punishment
- Negative publicity in the press
What is Non-public Personal Information (NPI)

• Any information that in itself or as part of a unique combination of information specifically recognizes an individual by unique descriptors and/or identifiers.

• Information from customers on forms, applications, or information about a customer’s transactions

• Information about a customer which is otherwise unavailable to the general public
NPI Examples

- Bank, loan payoff, credit card statements
- Insurance, retirement, tax information
- Social Security numbers, dates of birth
- Private real estate-title related items, sales price commission amounts, loan fees
Physical Security of NPI

• Restrict access to NPI to authorized employees who have undergone background checks and credit reports at hiring
• Prohibit or control the use of removable media
• Use only secure delivery methods when transmitting NPI
• Consent to check
• Compliance with local law
• Variety of outside companies
• Consistent policy
Identify NPI At Your Company

Data in Use:
Active data under constant change stored physically in databases, data warehouses, spreadsheets etc.

Data in Motion:
Data that is traversing a network or temporarily residing in computer memory to be read or updated.

Data at Rest:
Inactive data stored physically in databases, data warehouses, spreadsheets, archives, tapes, off-site backups etc.
Network Security of NPI

- Maintain and secure access to company information technology
- Develop guidelines for the appropriate use of company information technology
- Ensure secure collection and transmission of NPI
NPI At Rest

- Secure file cabinets
- Warehouse
- Document custodian
- Locked drawers
- Archive systems
  - CDs, storage arrays
- Servers
  - email, instant messaging, fax servers, file storage
• At a closing (docs on the table)
• Data being entered into webpage
• Active processing of an order in a software program
NPI In Motion

• Information you want to move
  – Websites
  – Documents
  – Data
  – Financial transaction information
  – Service providers
Disposal of NPI

• Federal law requires proper disposal
  – Secure shredding bins
  – Multi-function devices
  – Computer hard drives
Additional Steps

- Disaster management plan
- Appropriate management and training of employees to ensure compliance with company’s information security program
- Oversight of service providers to ensure compliance with a company’s information security program
  - Companies should take reasonable steps to select and retain service providers that are capable of appropriately safeguarding NPI.
Audit and Oversight

• Ensuring compliance with information security program
  – Review privacy and information security procedures to detect the potential for improper disclosure of NPI
    • Clean-desk policies
    • Lock computers/desk/office
    • Lock file cabinets
    • Secure facility
    • No “ride-alongs”
    • Passwords for all systems (MFD, computers)
    • Protect passwords
Security Breaches

- Notification to customers and law enforcement
  - Post the privacy and information security program on their websites
  - Provide program information directly to customers in another useable form
  - When a breach is detected, companies should have a program to inform customers and law enforcement as required by law
Questions?

• Use the chat function to submit your question(s)
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